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1. An information system can be ‘defined techmcally as a set of 1nterrelated components that collect (or retrieve), process
store, and distribute information to support: o - .

decision making and control in 4n organization. .
_communications and data flow.

o o @

managers analyzmg the org?nlzatlon s raw data. o L i
d. the creation of new products and services.
2. For their software development methodology, software outsourcing companies in India typically use:
a. the same development models as U.S. companies.
b. the Unified Modeling Language.
c. the Capability Maturity Model.
d. rational Unified Process.
3. An information system can enhance core competencies by:
a. providing better reporting facilities.
b. creating educational opportunities for management.
c. allowing operational employees to interact with management.
d. encouraging the sharing of knowledge across business units.
4. The type of logical database model that treats data as if they were stored in two-dimensional tables is the:
a. OODBMS.
b. pre-digital DBMS.
c. relational DBMS.
d. hierarchical DBMS.
5. Security challenges posed by the communications between layers in a client/server environment are:
a. line taps and denial of service attacks.
b. tapping, sniffing, and message alteration.
c. computer viruses, line taps, and loss of machine.
d. vandalism, theft and fraud, and line taps.
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